
 

 

 
 
 
Monday 20th March 2033 
 
 
 
 
 
 
 
 
Dear Parent/Carer, 
 
Cyber Resilience 
 
I would like to raise your awareness of cyber resilience. We all use multiple online platforms with 
log on details daily, I am sure you are aware that you should not use the same password on more 
than one platform. When you create your passwords, make them longer and less predictable to 
keep your accounts secure. Try to use more than 10 characters, include upper and lower case 
letters, numbers and symbols and do not include personal information or common words.  
 
Multifactor authentication (MFA) is a great way to keep accounts even more secure, this is a multi-
step account login process that requires users to enter more information than just a password. A 
common method of this is ‘one-time-passwords’ which could be a pin code sent to your email 
account or phone number after you have successfully entered your password. Make sure you 
enable this wherever possible.  
 
Please find attached more information about ‘Cyber Resilience’ provided by ‘National Online 
Safety’. If you would like to find out more, please enroll on the platform as a parent/carer using the 
link below, you will then have free access to webinars, courses and guides about existing platforms 
and new platforms as they are introduced.  
 
https://nationalonlinesafety.com/enrol/chatham-grammar 
 
Yours sincerely,  
 
Elizabeth Sanger  
E-Safety Lead 
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